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EXAMS
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Special problems and countermeasures 12

1. Discuss critical infrastructure protection and 
cybersecurity.
2. Discuss protecting commercial and institutional 
critical infrastructure.

Introduction to security and loss prevention 12
1. Discuss the history of security and loss prevention.
2. Identify challenges of security and loss prevention.

Reducing the problem of loss 21

VOLUME/EDITION/URL:
COPYRIGHT DATE:

The student will be able to:
MAJOR COURSE SEGMENT LEARNING OUTCOMESHOURS

7th edition / ISBN:  9780128117958
2019

1. Discuss the foundations of security and loss 
prevention.
2. Discuss law pertaining to security and loss 
prevention.
3. Identify the significance of internal and external 
relations.
4. Discuss applicant screening and employee 
socialization.
5. Identify Internal threats and countermeasures.
6. Identify external threats and countermeasures.
7. Discuss investigations.
8. Discuss accounting, accountability, and auditing.
9. Discuss risk management and emergency 
management.
10. Discuss life safety, fire protection, and emergencies.
11. Discuss safety in the workplace.
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Security and Loss Prevention
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Elsevier
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COURSE NUMBER: CSS-151 TITLE: (30 Characters Max) Intro to Loss Prevention
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Learning:
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Hours
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Clinical 
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Course Information Form

Pass/Fail (Y/N):

Contact Hours (Minutes/Week)

Special problems and countermeasures
TOTAL 45

Prerequisites: None

Catalog Description: (40 
Word Limit)

This course covers issues related to internal and external theft that affect all private and public operations with focus on retail businesses.  
Examines and evaluates major loss prevention programs used by security operations and retail security.

00 0
12
21

List the Major Course Segments (Units)

Introduction to security and loss prevention
Reducing the problem of loss

Corequisites: None

N/A

Gen Ed/IAI
Baccalaureate/Non-IAI

Career/Technical
Dev Ed/Not in Degree Audit



Secondary Laker Learning 
Competency Communication: Students communicate through the exchange of information.

Course Outcome

Course Outcome Explain the history of security and loss prevention as well as identify challenges.

Course Outcome Discover foundations of security and loss prevention as well as various applications.

Primary Laker Learning Competency

Discuss infrastruction and cybersecurity measures.

Creative Thinking & Problem Solving: Students think creatively to solve problems.

Outcomes* At the successful completion of this course, students will be able to:

45

*Course and program outcomes will be used in the software for outcomes assessment and should include at least 1 primary and 1 secondary Laker Learning Competency. 
Limit to 3-5. 
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